
Qianxin SSLVPN Installation and Usage Manual 

 

For easy access to BIMSA's intranet resources while on business trips or at home, we will offer an 

SSL VPN solution. 

1.Download the software 

Software download link: https://appstore.qianxin.com/app/download Please download the 

corresponding client according to your needs. 

 

2.Install the software 

Find the downloaded client software,;  

  

 

 

https://appstore.qianxin.com/app/download


 

3.Configuration and login 

Find the installed QianxinVPN in Launchpad and open it, and enter the server address 

and port,； 

server ip：sslvpn.bimsa.cn  

server port：4440 

 

“QianxinVPN”can’t be opened because Apple cannot check it for malicious software; If 

you receive a message saying "‘QianxinVPN’ can’t be opened because Apple cannot check it 

or malicious software," please go to 'System Preferences,' find 'Security & Privacy,' then select 

the 'Security' tab. From there, choose 'Open Anyway' regarding the message that "‘QianxinVPN’ 

was blocked..." 

 



 

 

In the authentication section, select BIMSA and login using your LDAP account and 

password (Your LDAP account is the email address and password used to connect to the 

eduroam network)；If you are a student, choose Local Authentication, use your registered 

mobile number with the default password 11qqQQQQ, and update your password after 

logging in. 

     



 

 

You can see your access resources and minimize VPN clients; 

 
 

4.Accessing your resources 

After minimizing the VPN client, you can directly access your resources in the browser or terminal 

software, such as Chrome 、SecureCRT； 

 

 



 

 

Email us at itsupport@bimsa.cn with any suggestions or questions. Thanks for your 

support! 

 

 

 

 

 

 

itsupport@bimsa.cn

